 London Olympic Games at risk of cyber-attack
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	Cabinet Office minister Francis Maude has warned that the London Olympics will not be immune to cyber-attack. According to the minister, a specialist team has been set up, dedicated to guarding the Games against attack.
"The Beijing Olympics saw 12 million cyber security incidents during their Olympics," he said. "We have rightly been preparing for some time – a dedicated unit will help guard the London Olympics against cyber attack – we are determined to have a safe and secure Games." Speaking during a visit to Estonia, Maude said the UK was well aware of the dangers from "the dark side of the internet".
"UK government networks continue to be regularly targeted by foreign intelligence agencies, or groups working on their behalf - and we know that the threat is accelerating," he said. "High-end cybersecurity solutions that were used 18 months ago by a limited number of organisations to protect their networks may already be out in the open marketplace - giving cybercriminals the knowledge to get round these protective measures. "Our responses have to be fast and flexible. What works one day is unlikely to work a matter of months or even weeks later," he added.
The minister, who is also responsible for the Office for Cyber Security, said the country had already made moves to protect its infrastructure with the launch of the National Cyber Security Programme and the decision to rate cyber intrusions as a tier one threat to national security.
Maude added that £650m had been allocated over four years to fund responses to cyber-attacks and announced that £400,000 was being committed this year to the Get Safe Online campaign which gives out advice on internet safety.
"A recent survey showed that one in seven large organisations have been hacked in the last year, with large organisations facing one outsider attack per week; small businesses face one a month," he said. "Intellectual property theft through cybercrime is a major concern. Countries and organisations across the globe are losing billions of pounds each year to cybercriminals." Maude said there had to be partnership between the public and private sectors to protect against online crime.


(A) COMPREHENSION (4 points)

ANSWER QUESTIONS 1-2 ACCORDING TO THE INFORMATION GIVEN IN THE TEXT. USE YOUR OWN WORDS.    (3 points each)        
1. According to the text, what is the “dark side of the internet”?

2. Why does the minister say that the cibersecurity must be continuously updated? 

3. What is the frequency of cyber attacks to organizations and how do we know it?
ARE THESE STATEMENTS TRUE OR FALSE? JUSTIFY YOUR ANSWERS WITH WORDS OR PHRASES FROM THE TEXT. (0,5 points each)                                                           

4. The UK government networks are not attacked very frequently.

5. The UK government has a specific plan to protect the Olympic Games but not a general plan for the country.

(B) USE OF ENGLISH (3 points)
6. GIVE ONE SYNONYM FOR “CONCERN” (NOUN) AS IT IS USED IN THE TEXT     (line 26)                                    
7. FIND IN THE TEXT ONE OPPOSITE FOR “TINY” (ADJECTIVE)                                                         
8. GIVE A NOUN WITH THE SAME ROOT AS “DARK” (ADJECTIVE)                                                     

9. FIND IN THE TEXT THE WORD WHICH HAS THE FOLLOWING DEFINITION (NOUN)   

             “a person or thing likely to cause damage or danger” 

10.  REWRITE THE SENTENCE WITHOUT CHANGING ITS MEANING. BEGIN AS INDICATED.                      
 The UK government say that many hackers will attack the organization of the Olympic Games
Many hackers _________________________________________________ 

11. TURN THE FOLLOWING SENTENCE INTO REPORTED SPEECH:           
  “Where have you bought this new device today?”, the journalist asked Bill.

12. JOIN THE FOLLOWING SENTENCES USING A RELATIVE. MAKE CHANGES IF NECESSARY.                      

          Francis Maude is the Cabinet Office Minister.  He has warned that the London Olympics will not be immune to cyber-attack  

13. GIVE A QUESTION FOR THE UNDERLINED WORDS:              
     The country had already made moves to protect its infrastructure
KEY

ON YOUR OWN WORDS

1. The dark side of the Internet includes its disadvantages, basically the dangers that users can suffer because some people use it to cause damages to people. In the text these damages are referred to the attacks of kackers on the governments’ webs. In this case they are focused on the Olympic Games to be held in London next summer. (Lines: 7-8).

2. Because the systems and software that governments used to protect the cyber attacks few months ago may have been reached by criminals, and if the know the answers that governments have applied to face their attacks they can make them useless. Save, governments have to be ready to change and adapt their measures constantly (Lines: 11-15).
3. According to the text we have knowledge of this frequency because of / due to a new survey.
The results included in it shows that last year one in seven big organizations have been targeted of cyber attacks, even some of them have had to suffer one attack per week whereas smaller ones have been affected  by one a month. (Lines: 23-25)

TRUE OR FALSE
4. False. (Lines: 9-11) “"UK government networks continue to be regularly targeted […] the threat is accelerating”.
5. False (Lines: 16-19) “The minister, who is also responsible for the Office for Cyber Security […] cyber intrusions as a tier one threat to national security”.
Tier: escalón, grada, hilera, nivel, 

USE OF ENGLISH

6. Matter, topic, interest, subject, issue, trouble, worry.
7. Large
8. Darkness
9. Threat

10. Many hackers are said by the UK Government to attack the organization of the Olympic Games.

11. The journalist asked Bill where he had bought that new device that day.
12. Francis Maude, who is the Cabinet Office Minister, has warned that the London Olympics will not be immune to cyber-attack  
13. What had the country already made to protect its infrastructure?
